
ANNEX - WEBSITE CLARIFICATION TEXT 

NATIVE BİLGİ TEKNOLOJİLERİ VE ELEKTRONİK HABERLEŞME LİMİTED ŞİRKETİ 
CLARIFICATION TEXT UNDER THE LAW ON THE PROTECTION OF PERSONAL DATA 
NO.6698 

NATIVE Bilgi Teknolojileri Ve Elektronik Haberleşme Ltd. Şti ("Native", "Company") takes all 
technical and legal measures in accordance with the Law on the Protection of Personal Data 
No. 6698 ("KVKK") in the processing of your personal data in line with its activities. Data 
subjects may consult the clarification text below for detailed information on the processing of 
personal data, their transfer to third parties, legal reasons for collecting personal data and their 
rights as data subjects in the KVKK. 

I. PURPOSES OF PROCESSING PERSONAL DATA 

Your personal data can be processed by the data controller or the real/legal persons to be 
appointed by the data controller under the following situations and conditions: 

• Improving, developing and diversifying our products and services and offering 
alternatives to real/legal persons in commercial relations with our party, 

• Raising and improving our service standards, evaluating new technologies and 
practices and determining and implementing our commercial and business strategies, 

• Purchasing services within the scope of the relevant laws and paying the contract costs 
resulting from these services, 

• Fulfilling our contractual or legal obligations, 
• Improving our company’s activities, 
• Sending warning/information messages to companies in commercial relations with our party, 
• Sending holiday, celebration and congratulatory messages, 
• Evaluating, finalizing and providing feedback on the requests/complaints/suggestions 

directed to our company, 
• Planning and executing our human resources policy, 
• Increasing the performance level and satisfaction of our employees, performing health 

checks for their work suitability, paying their fees, evaluating their complaints, 
determining their training and career plans or ensuring their occupational health and 
safety, 

• Evaluating the candidates applying for a job or internship and starting the recruitment 
processes of hired personnel, 

• Arranging the legal leaves of the employees, conducting their exit from the 
company, determining their work continuity, 

• Performing entry-exit controls with the audio and video recordings in our workplaces, 
buildings, facilities, operational areas and vehicles and monitoring work processes, 

• Detecting contact and determining content with audio and call recordings in case of 
communication with our call centers or Company lines, 

• Performing our quality controls and standard controls or fulfilling our reporting 
obligations and other obligations determined by internal guidelines and company 
policy, 



• Fulfilling the legal obligations specified in the KVKK as required by legal regulations with 
regulatory and supervisory institutions, 

• Obtaining driver's information (driver's license) and GPS tracking (location) information in 
case of vehicle allocation or rent, 

• Using in corporate communication and event management activities and processes and 
our Company's business units carrying out the efforts necessary to make sure that the 
personal data owners benefit from our services, 

• For the execution and follow-up of financial reporting and risk management processes, 
• Reporting of the changes in the legislation or our policies or making the notifications that 

concern the data owner, 
• Ensuring the legitimate interests of our company. 

II. TRANSFER OF PERSONAL DATA 

We transfer your processed personal data for the purposes above and within the frame of the 
conditions set by the KVKK and transfer them to: 

• Our business partners and suppliers for fulfilling our commercial activities and 
ensuring their continuity, 

• Our suppliers for the providing of the products and services, 
• Authorized institutions and organizations and auditing firms within the scope of the 

relevant contracts for the auditing of our activities in accordance with the relevant 
legislation provisions and corporate guidelines, 

• Local and/or foreign private and public legal persons for increasing company value, 
improving the internet infrastructure and keeping things up-to-date, 

• Legally authorized public institutions and organizations in line with the demands of the 
relevant public institutions and organizations and limited to the purposes of the request, 

• Local and foreign software and technology companies for creating the databases of 
our company's operating systems and computer programs, ensuring program 
operability and carrying out program maintenance and repair, 

• Local and foreign cloud service institutions/organizations for the cloud services related to 
digital data, 

• Occupational health and safety companies, hospitals and health institutions for fulfilling 
obligations of emergency medical interventions and occupational health and safety, 

• Relevant banks and financial institutions for the banking processes, financial 
transactions and salary payments of our company, 

• Solution partner companies carrying out repair, maintenance and other services, suppliers 
and companies operating in this field, 

• Security companies for ensuring workplace security, 
• Consultancy firms specialized in financial and commercial fields and fields such as 

finance, management and human resources for increasing employee performance and 
awareness, raising our quality standards and reducing costs, 

• Contracted research and survey companies for carrying our research and 
survey activities within the frame of customer and subscriber satisfaction. 



III. METHODS AND LEGAL REASONS FOR COLLECTING PERSONAL DATA 

Your personal data is collected by NATIVE or natural/legal persons processing data on behalf of 
NATIVE upon your express consent or within the scope of other data processing conditions 
stipulated in the KVKK through application forms, e-government, bill payment centers, cashiers, 
payment points, PTT, contracted banks, contracted institutions, website, various contracts, all 
kinds of information forms, surveys, job application forms, business contracts, social media 
applications, written, verbal and digital notifications from our customers, suppliers and business 
partners, identity sharing system, address sharing system, SMS channels, our mobile 
applications, call centers and verbal, written or electronic channels. 
This information is obtained for the purpose of performing our commercial and administrative 
activities within the frame of the relevant laws and NATIVE carrying out its commercial activities 
and fulfilling its liabilities arising from the relevant laws in a complete and correct manner. 

IV. STORAGE, DISPOSAL AND ANONYMIZATION OF PERSONAL DATA 

Our company stores the obtained personal data according and limited to the purpose of 
processing the personal data. Personal data is stored until the end of the period required by the 
relevant legislation if the purpose and/or reason for processing the personal data is no longer 
present. When the purpose and reason for processing the personal data are no longer present 
and the periods of limitation required for the fulfillment of our legal obligations are complete, 
your personal data will be disposed of or anonymized. Disposal and anonymization of the 
personal data within the scope of the exceptions arising from public service will be carried out 
within the frame of the relevant legislation. 

V. RIGHTS OF THE DATA SUBJECT 

Natural persons whose personal data are processed by NATIVE have the following rights in 
accordance with Article 11 of the KVKK: 

• Learning whether the personal data have been processed, 
• If so, requesting information on the processing, 
• Learning the purpose for the processing of the personal data and whether if they have 

been used in accordance with the purpose, 
• Learning the local or foreign third parties that received the personal data, 
• Requesting the correction of personal data in case of incomplete or incorrect processing and 

requesting the notification of the process carried out within this scope to third parties that 
received the personal data, 

• Requesting the deletion or destruction of personal data if the reasons requiring the 
processing are no longer present despite the processing being carried out in compliance with 
the KVKK and other relevant provisions of law, and requesting the notification of the process 
carried out within this scope to third parties that received the personal data, 

• Objecting to any results against themselves upon the analysis of the processed data 
exclusively through automated systems, 

• Demanding compensation in case they suffer damages due to illegal processing of the 
personal data. 



The data subject may send such requests in writing to NATIVE through a notary public or state 
them in person upon showing their ID at our Company headquarters located at Teknopark 
İstanbul, Sanayi Mahallesi Teknopark Bulvarı NO:1/1C – 1503 Pendik/İSTANBUL. In this case, 
the requests of the data subject will be evaluated and finalized free of charge as soon as 
possible and within thirty (30) days at the latest. In case the evaluation and finalization 
processes require additional costs, the fees in the tariff determined by the Personal Data 
Protection Board will be valid. 

VI. DATA CONTROLLER’S IDENTITY 
...................................................... 

Website : https://nativeteknoloji.com/ 
Phone Number : 0216 504 59 11 
E-Mail Address : info@nativeteknoloji.com 
Address : Teknopark İstanbul Bulvarı Sanayi Mahallesi No: 1-1C 1503 
5.Kat Pendik/İstanbul 

Respectfully announced to the public.

mailto:info@nativeteknoloji.com

